












writer will normally be the Server computer. If no options are specified in the IMAGE FILE statement, 
then SCADAWARE opens the image file in an exclusive DOS mode, where only one computer can 
access the file. 

Options on the IMAGE FILE NAME line allow operation in DOS, SERVER, or CLIENT mode. DOS 
mode is the default which is used if no other is specified. SERVER mode is a network option which 
provides full privileges (read-write) to the software . CLIENT mode opens the file in networked read-only 
mode. 

SERVER EXAMPLE: 
Image Fi le HOST.IMG SERVER 
Image Save 

VIEW NODE EXAMPLE: 
I mage Fil e D:Host.IMG Client 
I mage Load 

Note that the SET SHARE option can be used to set the default Share mode for Image file 
access. This eliminates the need to specifically provide a Share mode for each Image file. 

DATABASE ACCESS 

Database access included similar features as the Image file described above. The database file 
can be opened in DOS, Server, or Client mode. The same restrictions apply - only a single system can 
open the file in Server mode. 

Mode choice is made on the DB SELECT line which initially opens the database file. It takes the 
form of: 

DB Selec t Filename [mode) 

Once a file is opened on a machine, it can be used by multiple tasks on the same system in the 
same mode. Note that the Set SHARE command can be used to set the default share mode for all 
database access procedures. 

NET COMMAND 

The NET command allows various parameters to be set and viewed within SCADAWARE, All 
commands affect the task which executes them, so they must be placed in the appropriate procedures 
and not in the STARTUP procedure processed by task O. 

NET NAME name 
NET TASK taskname 
NET DUMP 
NET RESET 

Define NetBios name for this network" port." 
Define the system wide default Network task. 
Display detailed network configuration information. 
Complete NetBios reset, which may crash network. 

FILE SHARE CONTROL 

File "sharing" is network jargon for access rights to DOS files. When a file is shared, multiple 
users can access the file at the same time. often with different privilege levels. The default file share 
mode is exclusive, where the user is the only one with read or write access. Other users who try and 
access the file are denied access. In order for sharing to occur, non-default operations must occur 
among all users. These special access modes are included in SCADAWARE in a form which simplifies 
concurrent file access. 
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A new SET option, SET SHARE [mode], determines the default share mode for DataBase and 
Image file accesses over the network. The possible modes are: 

DOS 
SERVER 
CLIENT 

Normal (default) mode, with exclusive read/write access. 
Shared access, with this user having read/write priviliges. 
Shared access, with this user having read only privilege. 

Share control can be handled in most cases with a single SET SHARE command during startup. 
On a SERVER, which will maintain the data files, a SET SHARE SERVER command would be used. On 
view nodes, which simply access the server files, a SET SHARE CLIENT would be used. 

Setting the default share mode allows less complex transfer of procedure files from a host to 
a view node. The main difference in the procedures is the file access, so leaving this as a computer­
specific default allows files to be used on either system without modification. 

Share functions require that the SHARE.EXE (or equal) be included in the network startup. The 
DOS SHARE is used for some networks, although most now supply an independent SHARE system as 
part of the network itself. TEST has produced a program called SHARETST.EXE which will determine 
if a suitable share system is available on a particular computer. 

WINDOWS 95 NETWORKS 

SCADAWARE operation under Windows 95 permits the networking facilities of Windows to be 
used without any additional cost or software. The network links established in Win95 are accessible 
to the DOS programs which run on a virtual machine on the Win95 PC. The following guidelines will 
assist in proper operation under Win95: 

1. WIN95 networking must include a NetBios or NetBeui service. This is established in the 
Networking configuration. This permits operation on any Network supported by Win95, 
including Windows NT and Novell. 

2. The START.BAT file should include a /T=S parameter on the RTUMON3 line. This tells 
SCADAWARE to use software task switching instead of either DOS or Timer based switching. 

3. If SCADAWARE cannot locate the security key (dongle), then The START.BAT file should 
include a /D = xxx parameter to specify the exact port address of the parallel port. Details on 
this are found in document 1010, System Desigf1 Concepts. 

4. Directory Sharing must be established on the windows machines. This can be done in a variety 
of ways. Right clicking on a directly in Win95 Explorer allows quick access to the share setting 
for that directrory. 

--- END OF SCADAWARE NETWORK MANUAL ---
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